AUS SCRM WG Update



* A pragmatic approach to manage supply chain
risks especially for nations who can't force the
entire supply chain to be in one place.



Whole of AUS Gov

Australia’s Cyber Security Strategy (2016)
Joint Cyber Security Program

Australian Cyber Security Centre

Critical Infrastructure Advisory Counsel — TISN
CERT Australia

Australian Federal Australia



Defence Industry

 SCRM process in development

* Should be based on an existing framework like
DEFSTAN 5-138

* lan Bryant UK WG rep will be travelling to
AUS/NZL in April to discuss SCRM, Information
Assurance and other related topic with the
Defence Industry representatives



Defence Capability (CASG)

* CASG provides the major capability
acquisitions for Defence

* CASG Logistics for acquisitions address Supply
Chain risks

* CASG runs a Supply Chain Management in
Defence course

— based on the Supply Chain Councils Supply Chain
Operations Reference



ICT (CIOG)

* Interim low level SCRM procurement advice
for;
— Hardware
— Software
— Industry Service Providers, and
— Cloud Service Providers

* Will be updated as higher level WofAG
guidance is released



5 Eyes SCCA

* Outcome and goals of the Washington
meeting and wider activity

— as indicated by the CIOG Exec earlier

* From the AUS WG rep the following must be
considered/addressed;

* What ever option is chosen must address the lowest
common denominator the smaller nations, and

* Recognise that exceptions may be required



